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I wish to express my continuing gratitude for the support CROSSTALK’s co-sponsors again provide in 2008. I know our readers and staff appreciate the benefits provided to the software community by the information made available as a result of their sponsorship. Co-sponsor team members are identified below with a description of their organization. Please look for their contributions each month in our From the Sponsor column found on page 3. Their organizations will also be highlighted on the back cover of each issue of CROSSTALK.

The Honorable John Grimes, Department of Defense – Chief Information Officer
The Assistant Secretary of Defense for Networks and Information Integration for the Department of Defense Chief Information Officer (ASD[NII]/DoD-CIO) is the principal staff assistant and advisor to the Secretary on networks and net-centric policies and concepts, command and control, communications, non-intelligence space matters, enterprise-wide integration of DoD information matters, and Information Technology. Additionally, the DoD-CIO has responsibilities for integrating information and related activities and services across the DoD. The mission of the organization is to enable Net-Centric operations. NII/CIO is leading the Information Age transformation that will enhance the DoD’s efficiency and effectiveness by establishing an Information on Demand capability. See <www.dod.mil/cio-nii> for more information.

Kevin Stamey, 76 SMXG Director
The 76th Software Maintenance Group at the Oklahoma City-Air Logistics Center is a leader in the avionics software industry that understands total system integration. The center has a proven record of producing software on time, on budget, and defect-free. Its people provide the expertise, software, weapons, interface, and aircraft systems that are fully integrated to ensure dependable war-winning capabilities. Its areas of expertise include navigation, radar, weapons and system integration, systems engineering, operational flight software, automatic test equipment, and more. For more information, see <www.bringittotinker.com>.

Kristen Baldwin, Office of the Secretary of Defense – Acquisition, Technology and Logistics
The Office of the Secretary of Defense for Acquisition, Technology and Logistics (OSD(AT&L)) Software Engineering and Systems Assurance is the staff agent responsible for all matters relating to DoD software engineering, systems assurance, system of systems (SoS) engineering, and Capability Maturity Model Integration. Organizational focus areas include policy, guidance, education and training, acquisition program support, software acquisition management and development techniques, software and systems engineering integration, SoS enablers and best practices, engineering for system assurance, and government-industry collaboration. See <www.acq.osd.mil/sse/ssa> for more information.

Terry Clark, NAVAIR, Systems Engineering Department – Director, Software Engineering
The Naval Air Systems Command (NAVAIR) has three Strategic Priorities through which it produces results for the Sailor and the Marine. First are its People that we develop and provide tools, infrastructure, and processes needed to do their work effectively. Next, Current Readiness that delivers NAVAL aviation units ready for tasking with the right capability, at the right time, and the right cost. Finally, Future Capability in the delivery of new aircraft, weapons, and systems on time and within budget, that meet Fleet needs, providing a technological edge over adversaries. See <www.navair.navy.mil> for more information.

Norman LeClair, 309 SMXG Acting Director
The 309th Software Maintenance Group at the Ogden-Air Logistics Center is a recognized world leader in cradle-to-grave systems support, encompassing hardware engineering, software engineering, systems engineering, data management, consulting, and much more. The division is a Software Engineering Institute Software Capability Maturity Model® (CMM®) Integration Level 5 organization with Team Software Process℠ engineers. Their accreditations also include AS 9100 and ISO 9000. See <www.mas.hill.af.mil> for more information.

Joe Jarzombek, Department of Homeland Security – Director of Software Assurance
The DHS National Cyber Security Division serves as a focal point for software assurance (SwA), facilitating national public-private efforts to pro-mulgate best practices and methodologies that promote integrity, security, and reliability in software development and acquisition. Collaborative efforts of the SwA community have produced several publicly available online resources. For more information, see the Build Security In Web site <https://buildsecurityin.us-cert.gov>, which is expanding to become the SwA Community of Practice portal <www.us-cert.gov/swa> to provide coverage of topics relevant to the broader stakeholder community.

For more information about becoming a CROSSTALK co-sponsor, please contact Elizabeth Starrett at (801) 775-4158 or <beth.starrett@hill.af.mil>.

* Capability Maturity Model and CMM are registered in the U.S. Patent and Trademark Office by Carnegie Mellon University.  
SM Team Software Process are service marks of Carnegie Mellon University.  
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